
Cyber Security 
Training For
School Staff



Agenda
ÅSchool cyber resilience in numbers

ÅWho is behind school cyber attacks?

ÅCyber threats from outside the school

ÅCyber threats from inside the school

Å4 key ways to defend yourself



of schools experienced 
some form of cyber 
security incident

83%

of schools said that losing access to IT services 
would cause considerable disruption

97%
of schools donǈt train non-
IT staff on cyber security 

65%

of schools confident that they 
are adequately prepared in the 

event of a cyber attack

49%

of schools suffered a 
phishing attack



Who is behind cyber 
attacks?
Å Criminals that might wish to target your school for financial gain.

Å Criminals that have identified a potential weakness in the 
school's technology or processes.

Å Staff or pupils that could be responsible for attacks either 
intentionally or accidentally.



Why would they target 
my school?
Å Schools hold lots of sensitive data that can be very valuable.

Å Lots of financial transactions signed off by one person.

Å May be seen as a soft target.

Å Donǈt have dedicated security and fraud teams.

Å IT may be older and therefore more vulnerable.


